GiZLIiLiK POLITIKASI

“Bu Gizlilik Politikasi; UHT Bilisim Yazilim Bilgi Teknolojileri tarafindan gelistirilen Marsis V2 Masaiistii Barkodlu Satig Programi
kapsaminda islenen kisisel verilerin korunmasi, gizlilik ilkeleri ve veri giivenligi yiikiimliliiklerini diizenler.”

Marsis V2, yerel kurulum / masalsti tabanli ¢alisan bir yazilim oldugundan; program icindeki tim ticari veriler kullanicinin kendi
bilgisayarinda saklanir ve UHT Bilisim tarafindan erisilmez. Bu politika, yalnizca bilgilendirme niteligindedir; onay gerektirmez.

TOPLANAN VERILER
Marsis V2 masalisti bir yazilim oldugu igin; ticari verilerin tamami kullanici bilgisayarinda tutulur.
UHT Bilisim yalnizca su sinirl verileri isler:

A) Lisans & Aktivasyon Verileri

Bilgisayar donanim kimligi (anakart/islemci ID)

Lisans kodu, aktivasyon bilgileri

IP adresi (lisans dogrulama sirasinda)

B) Teknik Destek Verileri

Kullanicinin destek talebi sirasinda paylastigi bilgiler (6r. ekran goriintisi, hata agiklamasi).
C) iletisim Verileri ‘
Ad-soyad, telefon, e-posta, isletme bilgisi (fatura igin).

Marsis’in icindeki stok, Griin, kasa, satis, cari vb. veriler UHT Bilisim tarafindan gorilm ydedi
Bu veriler tamamen kullaniciya aittir.

VERIi iSLEME AMACLARI .
UHT Bilisim verileri yalnizca asagidaki amaglarla isler:

Lisans dogrulama ve aktivasyon

Yazihm giivenligi ve lisans koruma sistemi
Faturalandirma surecleri

Teknik destek hizmetleri

Yasal yikimlaltukler

VERi AKTARIMI
Kisisel veriler yalnizca asagidaki sinirli durumlarda
v/ Hizmet geregi zorunlu aktarimlar
Odeme kuruluslari (tahsilat igin)
SMS/e-posta saglayicilari (aktivasyon bildirimleri)
v/ Yasal zorunluluk

Savcilik, mahkeme, idari makam k
GiB / vergi mevzuati kapsamin

KULLANICININ
Kullanici; UHT Bilisi
Kisisel verilerinin islenip islenmedigini 6grenebilir,
Varsa yanlis verilerin diizeltilmesini talep edebilir,
Silinmesini isteyebilir,

Verilerinin hangi amagla islendigini sorabilir,
isleme faaliyetlerine itiraz edebilir.

Basvurular: bilgi@uhtbilisim.com

GUVENLIK ONLEMLERI



UHT Bilisim; lisans islemleri, destek stregleri ve kullanici iletisimi sirasinda elde edilen kisisel veriler igin:
Glvenli sunucu altyapisi

SSL/HTTPS

Erisim yetkilendirmesi

ihlal durumunda bildirim yikimlGlGgi

Firewall ve saldiri 6nleme sistemleri uygular.

Marsis verilerinin saklandigi bilgisayarin givenligi kullanici sorumlulugundadir.

KULLANICI SORUMLULUKLARI
KULLANICI asagidaki yikimlaliklere uymayi kabul eder:

Sifre ve hesap givenligini saglamak

Bilgisayar ve donanimi ¢alisir durumda tutmak

(anakart, islemci, RAM, disk, ekran karti ve gl¢ kaynaklarinin sorumlulugu kullanicidadir).
isletim sistemi, stiriiciiler ve Windows giincellemelerini diizenli yapmak.

Viris ve kot amagli yazilimlara karsi koruma saglamak

Programin bulundugu bilgisayarin fiziksel glivenligini saglamak

(yetkisiz kisilerin erisimini engellemek).

Sisteme girilen stok, satis, cari ve finans verilerinin dogrulugundan sorumlu olmak. ’
Veri tabanini diizenli olarak yedeklemek

(harici disk veya guivenli bir ortamda kopya saklamak).

Baglantili gevre birimlerini (yazici, barkod okuyucu, kasa, terazi) dogru kullanma
Lisansin tanimlandig bilgisayar disinda programi kullanmamak.

Destek taleplerinde dogru bilgi vermek. .
Bu yukumliliklerin yerine getirilmemesi nedeniyle olusan veri kaybi, sis
durumlardan UHT Bilisim sorumlu degildir.

ticiinci kisilerce erisim gibi

DEGISIKLIK HAKKI
UHT Bilisim, yasal gereklilikler veya sundugu hizmetlerdeki degisi i i gc nlemeleri yapma hakkini sakli
tutar.
Bu metnin giincel versiyonu, UHT Bilisim’e ait web sitelerin drdrltge girer ve mevcut kullanicilar igin de
gecerliolur.

Bu sOzlesme 23/01/2026 tarihinde glincellen

VERi SORUMLUSU KiMLiGi

UHT Bilisim Yazilim Bilgi Teknolojileri
Veri Sorumlusu: Habibe Tezgor
KEP Adresi: habibe.tezgor@hs0
Adres: Akdeniz Mah. Cumbhuri
E-posta: bilgi@uhtbilisim.
Telefon: +90 (532) 111 82




